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We help building a 

more secure digital ecosystem!



data sheet -  cloud security

2

The Assesment Cloud aims to give CISOs a clear vision 
of their risks on their public/private clouds and a plan 
of recommendations to remediate them in a short time 
and without much investment. 
 
It lasts between 120 and 200 hours and will deliver 
a Technical and Strategic report on the basics of the 
service as well as a Remediation Plan, all based on the 
average Secure Score. BASE4 Security works with all 
cloud environments on the market. 

 
Assessment Cloud

Types of Assesment

Level 1: stay in Cloud 

The basic cloud services independent of the cloud provider must have 

a security review of the most basic services focused on confidentiality, 

integrity, traceability, and availability of the data, which are integrated 

in an assessment of:
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Level 2: enjoy cloud 

The second level cloud services category independent of the cloud 

provider must have a security review of the most basic services 

focused on confidentiality, integrity, traceability, and availability of 

data, which are integrated in an assessment of:

Level 3: move to cloud 

The basic third level cloud services independent of the cloud provider 

must have a security review of the most basic services focused on 

confidentiality, integrity, traceability, and availability of the data, 

which are integrated in an assessment:
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